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MEMORANDUM FOR ALL WIGHTMAN NCO ACADEMY ASSIGNED SOLDIERS

SUBJECT: Commandant's Policy #22, Operations Security (OPSEC) Policy
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1. References:

1. B =:

a. Army Regulation 530-1, Operations Security, 26 April 2014.
a. S 1 530-1, HERE, 2014 14 2 26 &,

b. Army in Korea Regulation 530-1, Operations Security, 09 January 2010.
b. fERI=S 73 5301, #El28, 2010 1209 Y.

2. Purpose To OPSEC program’s primary purpose ensures the command practices
OPSEC in order to deny critical information to adversaries.

2. RN 2R EQ HEE HuIxl g0 #ElS 8 HiE ol 5| fiFtolct.

3. Background. The OPSEC process is a proven means to protect operations and
planning information and support Eighth Army’s armistice and wartime missions.
Individual and staffs will analyze each operation and determine the appropriate level of
risk. Senior Leaders will actively participate in the program by providing guidance and
decisions to ensure continuous protections of critical information and OPSEC indicators.
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a. Used to deny enemy intelligence information about friendly capabilities, activities,
limitations and intentions (CALI). 8% Army Wightman NCO Academy accomplishes this
by protecting indicators associated with planning and the conduct of military operations.
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b. Integrated into the planning and execution phases of all military operations.
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c. Included in frequent evaluations and used to identify indicators and
vulnerabilities. OPLANSs are evaluated and refined annually in order to develop critical
information specific to that pian.
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d. Considered in the day-to-day operations of each organization.
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4. Discussion.

4. =H4:

a. All Soldiers must understand that sensitive unclassified information requires
protection and denial from adversaries. Adversaries can fuse small bits of information

together to reveal a larger picture.
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b. The successful enforcement of OPSEC procedures reduces the change of serious

injury and possible death of 8 Army Wightman NCO Academy service members,
damage to key infrastructures, or loss of critical technological capabilities.
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5. Applicability. This policy applies to all 8" Army Wightman NCQ Academy military

members, Department of Defense Civilian employees, contractors, and all those
support 8" Army Wightman NCO Academy
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